[0.002s][warning][perf,memops] Cannot use file /tmp/hsperfdata_ec2-user/275659 because it is locked by another process (errno = 11)

Author: Terry Hunt & Simon Williams 
The Hill Company  

#05:003 Information Security   
Policy Statement 
THE HILL COMPANY 

 

  
Right item….first time….on time….every time 

 



c                                                                                                                                               

 

     
Document: Information Security Policy Statement                                                                              Document No: 05:003                                                                                                                                                
Version No: 006                                                                                                                                          Issue Date: 06/06/2023              
Standard Clause: 5 Leadership                                                                                                                  Sub Section: 5.2 Policy 

 

Personal Data Contained: None                                                                               Page 1 of 1                                                                                 
Information Classification: Public                                                                                                          Uncontrolled, if printed 

 

 

 

 

OBJECT AIMS AND OBJECTIVES 

 

 

 

 

 

 

 

 

 

 

ROLES AND RESPONSIBILITY 

 

 

The Policy of The Hill Company is on a continuing basis to exercise due care and due diligence to protect 

Information Systems from unauthorised access, use, disclosure, destruction, modification, disruption, or 

distribution. Our approach to managing our Information Security Management System is compliant to ISO 

27001:2017 and any applicable legal or other regulatory requirements. 

               

 

INFORMATION SECURITY POLICY – STATEMENT OF INTENT 

• This will ensure that our reputation with our 
clients is maintained through confidentiality, 
integrity and availability. 
 

• Management will ensure business, legal, 
regulatory requirements and contractual 
security obligations are taken into account. 

 

• Risk Assessments against agreed criteria is 
continually undertaken. 

 

• The Information Security Management System 
will be monitored regularly under the top 
management’s ultimate responsibility with 
regular reporting of the status and 
effectiveness at all levels. 
 

• The Management Team bears the responsibility 
for establishing and maintaining the Information 
Security Management System and to ensure its 
integrity is maintained through instruction and 
training of its personnel and that each employee 
has a proper understanding of what is required of 
them. 

 

• Further the Management will ensure any 
contractor employed for a particular function will 
meet the requirements specified and accept 
responsibility for their actions. 

 

• Equally every employee has a personal 
responsibility to maintain this integrity. 

 

Overall and final responsibility for our Information Security Management System is that of 
• James Hill - Managing Director   
 

Responsibility for compliance to the Information Security Management System is that of 
• Quality & Compliance Team 

 

Day to day responsibility for ensuring this Information Security Policy is put into practice is delegated to 
• Site Directors 
• Site Managers  
• Department Heads 
             
All employees are required to: 
• Co-operate with supervisors and managers on Information Security Management System matters. 
 
                  

 Signed:                                                                                                                 Name: James Hill 
   
 
                   Position: Managing Director                                                                         Date: 06/06/2023 
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